








T&Cs – June 2020 Page 5 of 5 

Data Processor is required to retain the Personal Data due to a 
legal or regulatory requirement,  or by a requirement of an 
accreditation body. 

20.4 The Data Processor shall make available to the Data Controller such 
further information and (as applicable) allow for and contribute to any 
audit or review exercise, conducted by the Data Controller or an auditor 
mandated by the Data Controller to provide assurance that the Data 
Processor is in compliance with the obligations set out in this 
condition 20, provided always that this requirement shall not oblige the 
Data Processor to provide or permit access to information concerning: 
(i) the Data Processor's internal pricing information; (ii) information 
relating to other clients of the Data Processor; (iii) any Data Processor 
non-public external reports; or (iv) any internal reports prepared by the 
Data Processor's internal audit or compliance functions. The Data 
Processor must immediately inform the Data Controller if, in its opinion, 
an instruction provided by the Data Controller pursuant to this Contract 
infringes the GDPR or other EU or Member State data protection 
provisions. 

21. Sub-contracting 
21.1 Unless otherwise restricted by the terms of the Contract and/or 

obligations under any accreditation or governing approval, the 


